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Purpose:

This document is provided as a tool to assist Pre-Submission Reviewers from the CAE National Resource Center at Whatcom Community College in the completion of a Pre-Submission Review Report for institutions applying for Program of Study (PoS) Validation by the National Centers of Academic Excellence in Cybersecurity (NCAE-C) Program Management Office.

How to use this template:

The template is provided as a Microsoft Word document for ease of editing.  The reviewer should make a copy of this document for each institution being reviewed.

The template is created to act as a checklist which the reviewer can use to verify that all the application requirements have been met by the applying institution.  This is done by using a color-coding scheme and by providing comments (described below) on changes/corrections which need to be completed by the institution to have a successful application.

This template uses the PROGRAM OF STUDY (POS) VALIDATION REQUIREMENTS as identified in the June 2021 draft of the National Centers of Academic Excellence in Cybersecurity - CAE 2020, Proposed Designation Requirements and Application Process document prepared by the Application Process and Adjudication Rubric (APAR) Working Group (WG).  This document can be found at: 
 
 CAE Cyber Defense Education (CAE-CDE) Program Guidance - 2021

(https://public.cyber.mil/ncae-c/documents-library/)

 Color Coding Scheme of Requirements:

The use of a color-coding scheme provides an easy way for the reviewer to identify issues with a Requirement to the applying institution.  
The Requirements have been placed in a two-column table.  The first column is copy of the requirement as presented in the document referenced above.  The second column is used by the reviewer to identify the severity of the issues, if any, which were identified. 
The color scheme is as follows:
	Green – No issues were identified for the Requirement.
	

	Yellow – Issues were identified which would not result in the application failing approval but should be corrected before submission.
	

	Red – Issues were identified which would most likely result in an application not being approved.
	



Requirement Justification and Reviewer Comments:

In addition to the color coding of requirements, space is provided for the reviewer to copy/paste the contents of the Justifications PDF and for Reviewer Comments.  

Justification Comments:
· If a Justifications file is provided, check for and highlight errors (i.e. spelling, grammar, punctuation, acronyms which need to be spelled out, etc.) and any content that needs clarification. 
· Explain any errors found. 
· If a Justifications file was not provided enter ’Justifications not provided’.  If no comments or corrections were identified enter ‘No comments/corrections identified’.
Reviewer Comments: 
· The Reviewer Comments section is where the reviewer will explain any issues identified as Yellow or Red in the requirements table, as well as any issues identified with the Justification. 
· If no comments or corrections were identified enter ‘No comments/corrections identified’.

Sample Letters and Program of Study (PoS) Review Comments:

[bookmark: _Hlk76116441]The template contains a copy of a Sample Report Submission Letter. The reviewer will use this letter to provide General Comments the institution should consider when completing the application.  This is where the reviewer can identify any major issues identified by the review which the reviewer wants to emphasize to the institution.
The reviewer should also recommend whether the application is ready for submission. 
[bookmark: _Hlk76116477][bookmark: _Hlk76115069]The Program of Study (PoS) Reviewer Comments is where the reviewer can provide an overview of the review findings and identify any major issues identified by the review which the reviewer wants to emphasize to the institution.  It also has a brief explanation of the review process that should be used when reviewing the application.

The ‘Sample Report Submission Letter’ and the ‘Program of Study (PoS) Reviewer Comments’ should be amended as appropriate by the reviewer. 
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[bookmark: _Hlk46135940]Sample Report Submission Letter

Pre-Submission Reviewer Report For
Awesome Cybersecurity College (ACC)


December 7, 2021


After reviewing the Program of Study (PoS) Validation Application of Awesome Cybersecurity College (ACC), I believe ACC’s application is ready for submission, pending consideration of my comments and suggested changes.SAMPLE


I believe ACC has demonstrated that it has a strong cybersecurity program and the Bachelor of Science in Cybersecurity fulfills all the requirements for ACC to apply for CAE-CDE PoS Validation status during the current submission cycle.

My reviewer comments regarding ACC’s Program of Study are provided as part of this report. I would especially like to recognize the excellent job ACC did in documenting the Knowledge Unit Alignment for their PoS.

I want to commend Mr. Al Heitkamper, ACC’s Point of Contact (POC), on the quality of his application and I feel confident that ACC’s application for CAE-CDE Program of Study Validation will be approved.

Please let me know if you have any questions regarding this report.


Sincerely,


Al Heitkamper


Sample Program of Study (PoS) Reviewer Comments

Program of Study (PoS) Reviewer Comments

Review Findings Overview

After reviewing the Program of Study (PoS) Validation Application (see Review Process below) of Awesome Cybersecurity College (ACC) I believe that ACC, after completing the recommended changes, will meet the PoS Validation requirements.

That said, I need to emphasize that this determination is based on my review process and that a final Peer Reviewer may raise other questions regarding the application.

Review Process

Below is a list of steps I took during this review: 

· Reviewed each Program of Study (PoS) Validation Requirement to ensure that the required information was provided.
· Verified that links, attachments, and/or justifications were provided for each Validation Requirement.  
· Verified that the proper number of Required and Optional Knowledge Units, based on the degree level of the program, are aligned to courses in the PoS.
· Opened and reviewed all attachments to verify that they are current and active.
· Navigated to any hyperlinks provided to verify that they are current and active.
· Reviewed the Program of Study (PoS) Validation Requirement justifications, file names and hyperlinks for clarity, grammar, and spelling.

General Comments regarding Program of Study (PoS) Validation Requirements

Some things you can do to make the final reviewer’s job easier are:
· Name files and links to indicate what they contain or represent.
· Explain in your justification how the files/links relate to the Validation Requirement you are justifying.
· Do not include links in the justification itself.
· Try not to make the reviewer search for information that supports the requirement.
· Do your best to help the reviewer get to know your institution.

Remember that the less a Peer Reviewer must look for support information outside your application, the faster and smoother the application review will go.

Color Coding Scheme of Requirements 
The color scheme is as follows:
	Green – No issues were identified for the Requirement.
	

	Yellow – Issues were identified which may not result in the application failing approval but should be corrected before submission.
	

	Red – Issues were identified which would most likely result in an application not being approved.
	



Recommended Program of Study (PoS) Application Changes


Below are comments about and recommended changes to the Program of Study (PoS) Validation Application based on my review:


Program(s) of Study (PoS) Validation Requirements

Requirement 1: PoS Curriculum
[bookmark: _Hlk45985109]Academic program(s) at the institution will be validated as Program(s) of Study (PoS). The academic institution must show its curriculum path and show that students are enrolled and successfully complete the path and receive recognition. A single academic institution may have multiple PoSs validated, but only one is required to proceed to CAE Designation. All institutions applying for PoS validation must be regionally accredited. 

PoS is defined sets of courses that are designed to develop Program-Level learning outcomes in the student population over time. It is possible to have multiple cybersecurity PoSs at an academic institution, in different departments, producing students with different knowledge and skills. It is also possible to have a PoS that can be achieved by multiple paths or sets of elective options. Degree plans or Program plans can document the options available to a student and form a basis for determining the correct path. Program sequence diagrams that define the relationship between courses (prerequisites) can be useful in assisting students as they navigate the classes. Cohorts are another mechanism that can assist in navigation of program plans. Transcripts, or other institutional completion records, can document student completion of validated PoS. 

CAE-CDE Designations have a requirement to align courses to CAE-C Knowledge Units (KUs) and provide Curriculum Map (See Figure 3). The Application Tool will simplify the KUs alignment and Curriculum Map submission process. KUs are the link between the CAE-C program and the cybersecurity workforce, and is the means by which the PMO communicates to employers and potential students which PoS may most closely match their hiring requirements or study interests. Graduate programs (Masters and Doctoral) should provide evidence of institutional documentation for thesis, dissertation, graduate project course, and/or graduate experiential learning course.

[bookmark: _Hlk46142277]Note: Referenced Figures and Appendices can be found in the June 2021 Draft of the: 
[bookmark: _Hlk55487122] CAE Cyber Defense Education (CAE-CDE) Program Guidance - 2021

[bookmark: _Hlk68165698]1a.  The Cybersecurity PoS offered by the institution 
The applicant will identify the cybersecurity PoS offered by the institution and the academic leadership relevant to that PoS. Courses identified in the Curriculum Map must be mandatory for all students completing the PoS. If the application is approved, only the PoS identified in this criterion is allowed to be marketed as a designated PoS. Applicant may not make reference to CAE until applicant receives official approval of the application for CAE Institutional Designation. 
Requirements (All needed):  
	
	

	1. The applicant will identify the official name of the cybersecurity PoS offered by the institution and the academic leadership relevant to that PoS. Courses identified in the Curriculum Map and Plan as well as the KU Alignment must be mandatory for all students completing the PoS. If the application is approved, only the PoS identified in this criterion is allowed to be marketed as a validated PoS. Applicant may not make reference to CAE until applicant receives official approval of the application for CAE Designation.
	

	2. State the official name of the cybersecurity PoS (including: degree level, if applicable, minor, concentration, certificate). If validated, the PoS name will be displayed on a NCAE website list, thus, it must be the official name (Examples: AAS in Computer Technology with a Cybersecurity Certificate; BS in Cybersecurity; BS in Computer Science with Cybersecurity Minor; MS in Information Technology with concentration in Cybersecurity Management; Ph.D. in Cybersecurity Management).
	

	3. Identify department(s) legal name as it appears in the accreditation where PoS resides.
	

	4. Applicant will affirm that PoS curriculum has been in existence for at least three (3) years and has one (1) year of students that have completed the PoS curriculum at the time of submission.
	

	5. Identify the name of administrative head of academic unit housing the PoS (Dean, Associate dean, Department Chair, etc.) including name, phone number, and e-mail address.
	

	6. List all courses that are part of the PoS Curriculum Map and Plan (Course Number/Course Name/Course Descriptions as appears in catalog, excluding General Education courses) and all courses that are part of the KU alignment (identify the KU aligned courses in the list).
	

	7. Provide evidence for PoS Curriculum Sheet in PDF.
	



[bookmark: _Hlk76109337]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

1b.  NICE Framework crosswalk alignment 
The applicant will describe state the cybersecurity PoS crosswalk alignment with the NICE Framework (a.k.a. NICE Cybersecurity Workforce Framework, NIST Special Publication 800-181, https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-181.pdf). See categories on Table 1, p. 11 of NIST.SP.800.181: Securely Provision (SP), Operate and Maintain (OM), Oversee and Govern (OV), Protect and Defend (PR), Analyze (AN), Collect and Operate (CO), and/or Investigate (IN).

State the NIST NCWF category(ies) that the PoS is best aligned to:
· Securely Provision (SP) 
· Operate and Maintain (OM) 
· Oversee and Govern (OV)
· Protect and Defend (PR)
· Analyze (AN)
· Collect and Operate (CO)
· Investigate (IN)

Requirement:  
	
	

	1. Identify the NICE Cybersecurity Workforce Framework category(ies) that the PoS is best aligned to (May check more than one).
	



[bookmark: _Hlk73526045]Justification for Selected Requirement(s):	
· [bookmark: _Hlk70170970]Justifications not provided.
Reviewer Comments: 
· [bookmark: _Hlk70604220][bookmark: _Hlk75249999]No comments/corrections identified.

1c.  Courses Syllabi and Courses Requiring Applied Lab Exercises (For KU Aligned Courses Only) 
The applicant will provide syllabi of all courses in the KU Alignment and identify those that require applied labs exercises (hands-on) that develop competencies in the cyber domain, provide lab exercises guidelines and highlight lab requirements in the syllabus. Typical course syllabus include the official name and number of the course, the term it is offered, who teaches the course, textbook(s) assigned, relevant course information (course descriptions, course learning outcomes, etc.), supplemental material (if applicable), course topic coverage outline and/or a weekly/module schedule to indicate list of lectures, topics/reading, assignments, labs assigned, course grade components, and grading scale/system.     
Requirements (All needed):  
	
	

	1. Provide a concise syllabus of each course in the KU Alignment (in PDF).  
	

	2. For KU aligned courses that require applied labs exercises (i.e. hands-on labs that develop competencies) in the cyber domain, highlight it on the syllabus, and highlight in which unit/week it is required.
	

	3. Provide the guidelines (i.e. what students are asked to do) for lab exercises and indicate the course that each lab is used.
	



[bookmark: _Hlk76109468]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

1d.  Curriculum Map and Plan with Assessment Documentation
Program-Level Learning Outcomes are the basis for determining the effectiveness of a CAE-C program in developing the cybersecurity workforce. Each PoS should have a defined set of Program-Level Learning Outcomes as documented by the academic institution to the regional (or other) accreditation. The number of Program-Level Learning Outcomes may vary depending on the academic institution and level of the program. The Program-Level Learning Outcomes are the basis for continuous improvement efforts. No elective or optional courses should be included in the Curriculum Map and Plan, as all students should experience all courses indicated in the Curriculum Map and Plan.  
Requirements (All needed):  
	
	

	1. State the Program-Level Learning Outcomes of the PoS. 
	

	2. Provide documentation of the Program-Level Learning Outcomes (link to academic institutional webpage with the outcomes and/or PDF document of the outcomes). 
	

	3. Provide evidence for the Program-Level Learning Outcomes Curriculum Map and Plan that identified the PoS courses where the outcomes are assessed (Combined to single PDF) (See Appx. 3 example 1d1). 
	

	4. Provide documentation for the General Information for each Program-Level Learning Outcome (Combined to single PDF). For each Program-Level Learning Outcome, “General Information” documentation provided should include: 
	

	a) the stated Program-Level Learning Outcome;
	

	b) term it was assessed;
	

	c) Course used for the assessment;
	

	d) total number of assessed students (See Appx. 3 example 1d2).   
	

	5. Provide documentation for the Assessment of Indicators for each Program-Level Learning Outcome (Combined to single PDF). For each Program-Level Learning Outcome, “Assessment of Indicators” documentation provided should include: 
	

	a) the stated Program-Level Learning Outcome; 
	

	b) Course used for the assessment; 
	

	c) program outcome assessment indicator(s) used to assess the Program-Level Learning Outcome (assessment metric(s)); 
	

	d) performance expectations; 
	

	e) average assessment score for the assessed students; 
	

	f) overall performance rating of assessed students (See Appx. 3 example 1d3).
	

	6. Provide documentation for the Overall Assessment Information of each Program-Level Learning Outcome (Combined to single PDF). For each Program-Level Learning Outcome, “Overall Assessment Information” documentation provided should include: 
	

	a) the stated Program-Level Learning Outcome; 
	

	b) Course used for the assessment; 
	

	c) program outcome assessment indicator(s) used to assess the Program-Level Learning Outcome (assessment metric(s)); 
	

	d) overall performance rating of assessed students; 
	

	e) qualitative analysis of the assessment results; 
	

	f) qualitative statement/plan for improvement(s) resulting from the assessment; 
	

	g) indication of when the recommended improvement(s) are projected to be implemented (See Appx. 3 example 1d4).
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

1e.  Knowledge Units (KUs) Alignment

The CAE-C program will rely upon the institutional accreditation for sufficiency of program construction and maintenance. Courses, or other academic elements, should be institutionally approved per the institutional requirements for accreditation and aligned to the KUs. The PoS content as demonstrated by KU alignment will be used to determine if the courses together as a whole constitute sufficient material in quantity and form. All CAE-CD programs need to cover the foundational, appropriate core, and required elective KUs per academic program type (Associate, Bachelors, Maters, or Doctoral) as indicated in Figure 4. No elective or optional courses should be included in the KU alignment, as all students should experience all courses indicated in the KU alignment. One course may align with one or more KU(s), however, a course should not be aligned to an excessive number of KUs given the challenge of so many KU Outcomes coverage with a single course. One KU may align to multiple courses, however, this is not recommended. KU alignment is only needed for courses that are identified for alignment with the KUs. Course learning outcomes will also be aligned (as a set) to the relevant KU(s), while the KU Outcomes will be shown (as a set) to provide guidance on the coverage (See Appendix 3 - Example 1e1). As part of the application, the academic institution will provide information on the academic year that each of the KU aligned course was last offered.  
Requirements (All needed):

	
	

	1. Provide a narrative on the description of the PoS, explain the overall KU alignment to the PoS. 
	

	2. Provide the KU Alignment Summary Table for the PoS (in PDF) (See Appendix 3 - Examples 1e2). 
	

	3. Identify PoS courses that are part of the KU alignment.  
	

	4. Provide course learning outcomes for all KU aligned courses as documented in official academic institution documentation (Course catalog, program website, etc.). 
	

	5. In the case of multiple sections of a KU aligned course, provide documentation on how they all are managed in some form of equivalency. 
	

	6. Provide the academic year each KU aligned course was last offered.  
	

	7. For graduate programs (MS or Doctoral) that seek exemption from the three (3) Foundational KUs and five (5) Technical or Non-Technical Core KUs, provide evidence that students are admitted with the foundational and core knowledge.
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.


1f. Graduate Thesis/Dissertation/Equivalent Guidelines and Process (Masters & Doctoral Programs Only)

Graduate programs (Masters and Doctoral) that elect to use the Graduate Thesis/Dissertation/Equivalent in lieu of the additional seven (7) KUs, should provide evidence of institutional documentation and process for thesis, dissertation, or equivalent.  
Masters degree programs may include traditional Master Thesis or equivalent such as: graduate project course, graduate experiential learning course, or graduate practicum with a preference for industry advisor interactions. Master Thesis/equivalency should include one or more dedicated term-long course(s) indicated as “Thesis”, “Project”, “Experiential Learning”, or “Practicum” preferably towards the end of the student’s PoS and should be supervised by a qualified faculty member. The student (or small group of up to two students) develops a final project and/or experiential learning as a paper and/or applied project that integrates best practices in the context of cybersecurity. Concepts and national cybersecurity standards underlying the student’s project and/or experiential learning are articulated; the problem is clearly stated; measurable goals are specified; and strategies to implement the project and/or experiential learning goals are provided.  
Doctoral degree programs may include Traditional Dissertation (Ph.D./D.Sc.) or equivalency such as professional doctorate applied research project. The Traditional Dissertation should show clear and demonstrable focus on cybersecurity and should be supervised by a qualified faculty member. The work should represent at least two years effort by the student on the research. Professional Doctorate Equivalency should show clear and demonstrable focus on cybersecurity and should be supervised by a qualified faculty member. The work should represent at least one-year effort by the student on the applied research. The Traditional Dissertation and the Professional Doctorate Equivalency should include a formal scheduled defense.  

Requirements (Masters/Doctoral): 
	
	

	1. Provide institutional evidence for the requirements and 	process of the graduate Thesis/Dissertation/Equivalent (in PDF).
	



[bookmark: _Hlk76111679]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.


Requirement 2: Students

All of the following elements should be directly relatable to the defined PoS as documented in the application. 

2a. Student Enrollment/Graduation in the PoS(s)

The applicant will demonstrate that the PoS(s) submitted has been offered for a minimum of three years, and has at least one class that has completed or graduated from the PoS. Demonstration that a PoS has actual student outputs is an essential part of the application. A minimum of three students should be used to document actual attainment of the Program-Level Learning Outcomes as defined in the PoS.    

Requirements (All needed):

	
	

	1. Provide student enrollment in PoS for the last three years  
	

	2. Provide official institutional letter for the enrollment/graduation (letter from Registrar or equivalent) (in PDF) 
	

	3. Provide at least three (3) redacted student transcripts, dated within the last three years and clearly highlight the courses taken that are in the KUs alignment. All KU aligned courses must appear on the transcript.  
	



[bookmark: _Hlk76112056]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

2b. Sample student certificate/notation on transcript/official letter
Graduates from CAE-CD validated PoS should receive documentation from the institution recognizing their completion of the NSA Validated PoS and if the academic institution also holds an NSA CAE-C, recognition should be made for their completion from a PoS that is also under an NSA CAE-C designated “Center”.   
Requirement:
	
	

	1. Provide a sample certificate, draft of official letter, or proposed notation on transcript to be issued to students completing the PoS indicating they completed the NSA Validated PoS and if the academic institution also holds an NSA CAE-C, recognition should be made for their completion from a PoS that is also under an NSA CAE-C designated “Center”.
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

2c. Students Work Products (papers, assignments, labs, etc.)
Sample student work products are important to evaluate the quality and depth of students’ work during the PoS. Student work products are (but not limited to): papers, assignments, projects, presentations, lab exercises, test questions.    
Requirements (All needed): 
	
	

	1. Provide samples of six students work products from six different assignments (six files total). Samples can be (but not limited to): papers, assignments, projects, presentations, lab exercises, test questions from at least two courses in the PoS that are in the KU alignment. Student names should be removed prior to submission. Students work products should not include grades or grading comments, only the original students work. Combine the guidelines (i.e. what students are asked to do) for students work products, indicate the course and the KU that each is associated with, and one sample student work (name redacted) into a single file for each of the student work (in six separate PDFs).   
	



[bookmark: _Hlk70592166]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

2d. Students Participation in Extracurricular Activities
Documentation of student participation in extracurricular activities can demonstrate program opportunities for students.  
Requirements (All needed): 
	
	

	1. Provide evidence of three student participation in extracurricular activities within the last three years, which may include (but not limited to): experiential learning activities, local/regional/national cyber exercises and competitions, outreach to community colleges and high schools, computer check-up days, summer internship program, industry guest lectures, etc.
	

	2. Provide date and description for each evidence provided.  
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.
 
Requirement 3: Faculty Members
Faculty members are the instrument that delivers the PoS content to students via courses and other learning experiences. The cybersecurity faculty should have appropriate experience associated with the PoS and courses they are assigned. The CAE-C program will rely upon the institutional accreditation process to determine the correct credentials to be a faculty member. An examination of faculty members’ curriculum vitae (CV) or resume as part of the review process can determine the appropriate level of cybersecurity experience, knowledge, and preparation. A portion of the faculty responsible for the program is required to be full-time members teaching at the PoS, with the remainder being adjuncts or part-time. The institution’s accreditation-based documentation for faculty academic credential qualifications will be the basis for this PoS validation requirement. Faculty members must support enrolled students by serving as mentors or advisors to student-led activities, and by participation or sponsorship of cybersecurity exercises and competitions (including in-class competition) within the last three years. Evidence must include links to student clubs, cyber defense exercises, link to team roster on a competition website, link to social media about the exercise, or other forms of official acknowledgement that include a full-description of the activity, the date, and the nature of the participation.
3a. Cyber Program(s) of Study POC + alternate POC
Requirements (All needed): 
	
	

	1. Identify the Point-of-Contact (POC) for the PoS (Department chair, faculty lead, CAE POC, etc.) including name, phone number, and e-mail address.
	

	2. Identify the alternate POC for the PoS including name, phone number, and e-mail address.
	



Justification for Selected Requirement(s):	
· [bookmark: _Hlk73530489]Justifications not provided.
[bookmark: _Hlk70593598]Reviewer Comments: 
· [bookmark: _Hlk70591312]No comments/corrections identified.

3b. Full-time, part-time, and adjunct faculty members + Faculty qualifications/CV/Resume (publications, research, industry involvement, certifications, etc.) related to PoS type
Requirement: 
	
	

	1. Identify all faculty members in the program including name, phone number, and e-mail address, highest degree earned, field and year, academic rank, type of academic appointment (Tenure Track, Tenured, Continuing Contract, Non-Tenure Track, etc.), full-time, part-time, or adjunct status, and years of academic experience.
	

	2. Provide a CV/Resume for each faculty member teaching course(s) in the KU alignment with their cybersecurity or related qualifications identified. These CVs should be abbreviated to up to four pages each to address necessary elements including maintenance of currency, publications, research, industry involvement, Continuing Professional Education (CPE), publications, presentations, certifications, workshops attended, professional registration and/or certification (if applicable), level of activity in professional organization, professional development, and consulting or summer work in industry (high, medium, or low) (One PDF per faculty member teaching course(s) in the KU alignment, 10 max).
	



[bookmark: _Hlk70610483]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

3c. Faculty support of enrolled students
Requirement: 
	
	

	1. Provide evidence for faculty members support of enrolled students by serving as mentors or advisors to student-led activities, and by participation or sponsorship of cybersecurity exercises and competitions (including in-class competition) within the last three years. Evidence must include links to student clubs, cyber defense exercises, link to team roster on a competition website, link to social media about the exercise, or other forms of official acknowledgement that include a full-description of the activity, the date, and the nature of the participation (all links and evidence information provided within a single PDF).
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

3d. Process of Faculty Promotion/Reappointment (e.g. Faculty Policy Manual)
Requirement: 
	
	

	1. Provide evidence for the institutional process of faculty promotion/reappointment (e.g. Faculty Policy Manual) (in PDF)
	



[bookmark: _Hlk70610838][bookmark: _Hlk70598347]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· [bookmark: _Hlk75274510]No comments/corrections identified.

Requirement 4: Continuous Improvement  
A key element to ensure vitality and functionality over time is a strong continuous improvement plan, process, and regular evaluation schedule. A process-driven continuous improvement plan directed at the Program Level Learning Outcomes is an essential element of the program. At regular academic intervals, selected 8 Program-Level Learning Outcomes should be assessed by an analysis of student work via the learning outcome assessment indicators to demonstrate whether attainment of defined levels of performance is being achieved. This is done by assessing specific elements of student performance against defined rubrics to demonstrate student level of achievement. This is not just using course grades, but rather a granular analysis of specific assignments that demonstrate competence associated with the defined Program-Level Learning Outcomes. For each Program-Level Learning Outcome item, a defined set of student work elements will be identified, associated rubrics developed to score them defined, and a desired standard of student achievement defined. 
Then, student work will be scored to see if the program is meeting the desired level of attainment for each of the Program-Level Learning Outcomes.  As a normal part of the process, one or more steps should be initiated to improve the Program-Level Learning Outcomes over time. The changes will be evaluated at a future assessment period. All of the associated process improvement activities should be driven by the faculty associated with the PoS, not by random individual actions. Records of the assessments, the process, and the documented plans for improvement, should be kept and submitted as part of the annual reports and at redesignation. Documentations for continuous improvement plan, process, and regular evaluation schedule are expected to match those that the academic institution files with their accreditation body(ies).
[bookmark: _Hlk48639674]4a. Continuous Improvement Plan for the PoS
The Continuous Improvement Plan for the PoS commonly includes four parts that the academic institution and/or academic unit documents to enhance the overall quality of its PoS: 
1) Strategic process planning goals for the PoS 
2) The Program-Level Learning Outcomes for the PoS 
3) Description of the assessments of the Program-Level Learning Outcomes 
4) Proposed changes to enhance the quality of the PoS

Requirement:
	
	

	1. Provide documentation of the Continuous Improvement Plan for the PoS (in PDF).  
	



[bookmark: _Hlk75275349]Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

4b. Continuous Improvement Process for the PoS
The Continuous Improvement Process commonly includes the four parts of the plan indicated above with a clearly identified end of a given process cycle (See Figure 5). Evidence must be provided of specific improvement efforts linked to assessment of the designated metrics. An institution should be prepared to adjust the process upon completion of a Continuous Improvement Process cycle.

Requirement:
	
	

	1. Provide documentation of the Continuous Improvement Process with specific improvement efforts linked to assessments (in PDF).
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.

4c. Continuous Improvement - Regular Evaluation Schedule for the PoS
Requirement:
	
	

	1. Provide documentation of the Continuous Improvement - Regular Evaluation Schedule (in PDF).
	



Justification for Selected Requirement(s):	
· Justifications not provided.
Reviewer Comments: 
· No comments/corrections identified.
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